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CONSUMER ISSUES 
 
 

As a consumer of psychological services, you retain the following rights: 
 
1. The right to know the training and qualifications of your doctor such as: degrees, licenses, 

specialized training. 
 
2. The right to know and to participate in setting the goals of therapy. 
 
3. The right to know the progress made toward these goals during the course of therapy. 
 
4. The right to know and to participate in the establishment of the treatment plan. 
 
5. The right, as a competent adult, to refuse treatment for yourself or your child. 
 
6. The right to terminate therapy or refuse to participate in research, at any time, without 

prejudice. 
 
7. The right to obtain a second opinion from a qualified professional. 
 
8. The right to give feedback, at any time, to your doctor. 
 
9. The right to know the rationale for treatment decisions. 
 
10. The right to complete confidentiality [except in circumstances when express written permission 

is given by the patient or parent, or if: (1) the patient threatens to harm him/herself, (2) the 
patient threatens to harm another and identifies that individual, (3) there is suspicion of child 
abuse at any time.] 

 
This list is meant to inform, but is by no means exhaustive.  You also have the right to investigate with 
qualified sources any further rights you may have.  In New York, licensed professionals are monitored 
by the State Board of Psychological Examiners and must adhere to the ethical guidelines established 
by the Board.  Professional societies, such as the American Psychological Association also provide 
guidelines of conduct for psychologists. 
 
You are encouraged to resolve any issues directly with your doctor.  However, the above organizations 
are available to you in the event that a resolution is not reached to your satisfaction. 

I have read and understood the stated consumer issues and acknowledge my right to resolve any issues 
directly with my doctor.  
 
Patient/Guardian Name (Print):      
 
Signature:       Date:_________________________ 
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MAJOR CREDIT CARD INFORMATION 
 

 
Name on card:           
 
 
Billing Address:           
 
 
             
 
 
Type of Credit Card (Circle one):  Visa  Master Card  Am/Ex 
 
 
Credit Card Number:          
 
 
Expiration Date (Month/Year):         
 
 
Security Code (3-digit code on back near signature):      
 
 

• I understand that my credit card information is being obtained by The 
Psychological Health Collaborative and will be utilized for the purpose of securing 
payment if I: 

 
(1) fail to pay for scheduled sessions 
  
(2) cancel a session with less than 48-hour notice 
 
(3) choose this method of payment for sessions 
 

 
 
Cardholder Signature:          
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THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE 

USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION.  
PLEASE READ IT CAREFULLY. 

 
NOTICE OF PRIVACY PRACTICES 

 
 The following is the Notice of Privacy Practices of The Psychological Health Collaborative.  HIPAA is 
a federal law that requires us to maintain the privacy of your protected health information and to provide you 
with notice of our legal duties and privacy policies with respect to your protected health information.  We are 
required by law to abide by the terms of this Notice of Privacy Practices. 
 

Your Protected Health Information 
  Your “protected health information” (PHI) broadly includes any health information, oral, written or 
recorded, that is created or received by us, other healthcare providers, and health insurance companies or plans, 
that contains data, such as your name, address, social security or patient identification number, and other 
information, that could be used to identify you as the individual patient who is associated with that health 
information. 
 

Rules on How We May Use or Disclosure Your Protected Health Information 
Generally, we may not “use” or “disclose” your PHI without your permission, and must use or disclose 

your PHI in accordance with the terms of your permission.  “Use” refers generally to activities within our office.  
“Disclosure” refers generally to activities involving parties outside of our office. The following are the 
circumstances under which we are permitted or required to use or disclose your PHI.  In all cases, we are 
required to limit such uses or disclosures to the minimal amount of PHI that is reasonably required. 

 
 Without Your Written Authorization, Treatment, Payment and Health Operations 

Without your written authorization, we may use within our office, or disclose to those outside our 
office, your PHI in order to provide you with the treatment you require or request, to collect payment for our 
services, and to conduct other related health care operations as follows: 

 
 Treatment activities include: (a) use within our office by our professional staff for the provision, 
coordination, or management of your health care at our office; and (b) our contacting you to provide 
appointment reminders or information about treatment alternatives or other health-related services that may be 
of interest to you. 
 

Payment activities include: (a) if you initially consent to treatment using the benefits of your contract 
with your health insurance plan, we will disclose to your health plans or plan administrators, or their appointed 
agents, PHI for such plans or administrators to determine coverage, for their medical necessity reviews, for their 
appropriateness of care reviews, for their utilization review activities, and for adjudication of health benefit 
claims; (b) disclosures for billing for which we may utilize the services of outside billing companies and claims 
processing companies with which we have Business Associate Agreements that protect the privacy of your PHI; 
and (c) disclosures to attorneys, courts, collection agencies and consumer reporting agencies, of information as 
necessary for the collection of our unpaid fees, provided that we  notify you in writing prior to our making 
collection efforts that require disclosure of your PHI. 

 
Health care operations include: (a) use within our office for training of our professional staff and for 

internal quality control and auditing functions (b) use within our office for general administrative activities such 
as filing, typing, etc.; and (c) disclosures to our attorney, accountant, bookkeeper and similar consultants to our 
healthcare operations, provided that we shall have entered into Business Associate Agreements with such 
consultants for the protection of your PHI. 
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PLEASE NOTE THAT UNLESS YOU REQUEST OTHERWISE, AND WE AGREE TO YOUR 
REQUEST, WE WILL USE OR DISCLOSE YOUR PERSONAL HEALTH INFORMATION FOR 
TREATMENT ACTIVITIES, PAYMENT ACTIVITIES, AND HEALTHCARE OPERATIONS AS 
SPECIFIED ABOVE, WITHOUT WRITTEN AUTHORIZATION FROM YOU.  

 
Without Your Written Authorization, Special Situations and As Required By Law 
In limited circumstances, we may use or disclose your PHI without your written authorization and in 

accord with HIPAA or as required by law.  Examples include: (a) disclosures regarding reports of child abuse or 
neglect, including reporting to social service or child protective services agencies; (b) disclosures to State 
authorities of imminent risk of danger presented by patients to self or others for the purpose of restricting patient 
access to firearms;  (c) health oversight activities including audits, civil, administrative, or criminal 
investigations, inspections, licensure or disciplinary actions, or civil, administrative, or criminal proceedings or 
actions, or other activities necessary for appropriate oversight of government benefit programs; (d) judicial and 
administrative proceedings in response to an order of a court or administrative tribunal, or other lawful process; 
(e) to the extent necessary to protect you or others from a serious imminent risk of danger presented by you; (f) 
for worker’s compensation claims, (g) as required by the Secretary of Health and Human Services to investigate 
or determine our compliance with federal regulations, including those regarding government programs 
providing public benefits, (h) for research projects where your PHI has been de-identified, that is no longer 
identifies you by name or any distinguishing marks, and cannot be associated with you, (i) to a public or private 
entity to assist in disaster relief efforts authorized by law, (j) to family members, friends and others  involved in 
your care, but only if you are present and give oral permission  

 
Minimum Necessary Rule: We will use or disclose your PHI without your authorization for the above 

purposes only to the extent necessary, and will release only the minimum necessary amount of PHI to 
accomplish the purpose. 

 
All Other Situations, With Your Specific Written Authorization 
Except as otherwise permitted or required as described above, we may not use or disclose your PHI 

without your written authorization.  Written authorization is required, among other uses and disclosures, for (1) 
most uses and disclosures of Psychotherapy Notes, (2) uses and disclosures for marketing purposes, (3) uses and 
disclosures that involve the sale of PHI and (4) other uses and disclosures not described in this Notice.  Further, 
we are required to use or disclose your PHI consistent with the terms of your authorization.  You may revoke 
your authorization to use or disclose any PHI at any time, except to the extent that we have taken action in 
reliance on such authorization, or, if you provided the authorization as a condition of obtaining insurance 
coverage, other law provides the insurer with the right to contest a claim under the policy.  We will not sell your 
PHI or use your PHI for paid marketing  or fundraising purposes without your written authorization; we do not 
plan to use your PHI in marketing or fundraising. 

 
Special Handling of Psychotherapy Notes 
“Psychotherapy Notes” are defined as records of communications during individual or family 

counseling which may be maintained in addition to and separate from medical or healthcare records.   
Psychotherapy Notes are only released with your specific written authorization except in limited instances, 
including: (a) if you sue us or place a complaint, we may use Psychotherapy Notes in our defense; (b) to the 
United States Department of Health and Human Services in an investigation of our compliance with HIPAA; (c) 
to health oversight agencies for a lawful purpose related to oversight of our practice; and (d) to the extent 
necessary to protect you or others from a serious imminent risk of danger presented by you.   Health insurers 
may not condition treatment, payment, enrollment, or eligibility for benefits on obtaining authorization to 
review, or on reviewing, Psychotherapy Notes. 
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Your Rights With Respect to Your Protected Health Information 
 Under HIPAA, you have certain rights with respect to your PHI.  The following is an overview of your 
rights and our duties with respect to enforcing those rights. 

 
Right To Request Restrictions On Use Or Disclosure 
You have the right to request restrictions on certain uses and disclosures of your PHI.  While we are not 

required to agree to any requested restriction, if we agree to a restriction, we are bound not to use or disclose 
your protected healthcare information in violation of such restriction, except in certain emergency situations.   
We will not accept a request to restrict uses or disclosures that are otherwise required by law.  If you have paid 
for our services in full yourself, out-of-pocket, then we must comply with your request to restrict those 
disclosures of your PHI that would otherwise be made for payment or healthcare operations, that are 
unnecessary because of your manner of payment.  We require that all requests for restrictions be in writing and 
specify (1) the information to be restricted, (2) the type of restriction being requested, and (3) to whom the limits 
apply.  You must also state a reason for the request.  We will respond in writing to all requests within 30 days or 
receipt. 

 
Right To Receive Confidential Communications By Alternative Means And At Alternative Locations 
We must permit you to request and must accommodate reasonable requests by you to receive 

communications of PHI from us by alternative means or at alternative locations.  We will ask you how you wish 
us to communicate with you.  We must agree to your request if you inform us that certain of means of 
communicating with you will place you in danger.  

 
Right To Inspect and Copy Your Protected Health Information, Including In Electronic Format 

 You have the right of access in order to inspect, and to obtain a copy of your PHI, including any PHI 
maintained in electronic format, except for (a) personal notes and observations of the treating provider, (b) 
information compiled in reasonable anticipation of, or for use in, a civil, criminal, or administrative action or 
proceeding, (c) health information maintained by us to the extent to which the provision of access to you is at 
our discretion, and we exercise our professional judgment to deny you access, and (d) health information 
maintained by us to the extent to which the provision of access to you would be prohibited by law.   
 
 We require written requests for copies of your PHI; they should be sent to our Privacy-Security Officer 
at the mailing address below.  You may request your PHI in the format of your choice, and where feasible, we 
will comply.  If you request a copy of your PHI, we will charge a fee for copying, or for electronic records, for 
labor and supplies.  We reserve the right to deny you access to and copies of all or certain PHI as permitted or 
required by law.  Upon denial of a request for access or request for information, we will provide you with a 
written denial specifying the basis for denial, a statement of your rights, and a description of how you may file 
an appeal or complaint. 

 
Right To Amend Your Protected Health Information  

 You have the right to request that we amend your PHI, for as long as your medical record is maintained 
by us. We have the right to deny your request for amendment. We require that you submit written requests and 
provide a reason to support the requested amendment.   
 
 If we deny your request, we will provide you with a written denial stating the basis of the denial, your 
right to submit a written statement disagreeing with the denial, and a description of how you may file a 
complaint with us and/or the Secretary of the U.S. Department of Health and Human Services (DHHS).  If we 
accept your request for amendment, we will make reasonable efforts to provide the amendment within a 
reasonable time to persons identified by you as having received PHI of yours prior to amendment and persons 
that we know have the PHI that is the subject of the amendment and that may have relied, or could foreseeably 
rely, on such information to your detriment. All requests for amendments shall be sent to our Privacy-Security 
Officer at the mailing address below. 
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 Right To Receive An Accounting Of Disclosures Of Your PHI And Electronic Health Records 
 You have the right to receive a written accounting of all disclosures of your PHI for which you have not 
provided an authorization that we have made within the six (6) year period immediately preceding the date on 
which the accounting is requested.  You may request an accounting of such disclosure for a period of time less 
than six (6) years from the date of the request.  We require that you request an accounting in writing on a form 
that we will provide to you. 
 The accounting of disclosures will include the date of each disclosure, the name and, if known, the 
address of the entity or person who received the information, a brief description of the information disclosed, 
and a brief statement of the purpose and basis of the disclosure or, instead of such statement, a copy of your 
written authorization or written request for disclosure pertaining to such information.  We are not required to 
provide accountings of disclosures for the following purposes: (a) treatment, payment, and healthcare 
operations, (b) disclosures pursuant to your authorization, (c) disclosures to you, (d) to other healthcare 
providers involved in your care, (e) for national security or intelligence purposes, (f) to correctional institutions, 
and (g) with respect to disclosures occurring prior to 4/14/2003.  We reserve the right to temporarily suspend 
your right to receive an accounting of disclosures to health oversight agencies or law enforcement officials, as 
required by law.  We will provide the first accounting to you in any twelve (12) month period without charge, 
but will impose a reasonable cost-based fee for responding to each subsequent request for accounting within that 
same twelve (12) month period.  All requests for an accounting shall be sent to our Privacy-Security Officer at 
the mailing address below. 
 If we maintain any PHI in electronic form, then you may also request and receive an accounting of any 
disclosures of your electronic health records made for purposes of treatment, payment and health operations 
during the prior three (3) year period.  Upon request, one list will be provided for free every twelve (12) months. 
 
 Right To Notification If There Is A Breach of Your Protected Health Information  If there is a breach in 
our protecting your PHI, we will follow HIPAA guidelines to evaluate the circumstances of the breach, 
document our investigation, retain copies of the evaluation, and where necessary, report breaches to DHHS.  
Where a report is required to DHHS, we will also give you notification of any breach.  
 

Business Associate Rule 
 Business Associates are entities that in the course of our business with them will obtain access to your 
PHI.  They may use, transmit, or view your PHI on our behalf.  Business Associates are prohibited from re-
disclosing your PHI without your written consent, or unless disclosure is required by law.  We enter into 
confidentiality agreements with our Business Associates called Business Associate Agreements, and they in turn 
enter into confidentiality agreements with their subcontractors, if any. 
  

 
Complaints 

 You may file a complaint with us and with the Secretary of DHHS if you believe that your privacy 
rights have been violated.  Please submit any complaint to us in writing by mail to our Privacy-Security Officer 
at the mailing address below.  A complaint must name the subject of the complaint and describe the acts or 
omissions believed to be in violation of the applicable requirements of HIPAA or this Notice of Privacy 
Practices.  A complaint must be received by us or filed with the Secretary of DHHS within 180 days of when 
you knew or should have known that the act or omission complained of occurred.  You will not be retaliated 
against for filing any complaint.   To file a complaint with the Secretary of DHHS, write or call: 
 
The US Department of Health & Human Services 
Office of Civil Rights 
200 Independence Avenue, SW 
Washington, DC 20201 
877-696-6775 
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Amendments to this Notice of Privacy Practices 
 We reserve the right to revise or amend this Notice of Privacy Practices at any time.  These revisions or 
amendments may be made effective for all PHI we maintain even if created or received prior to the effective 
date of the revision or amendment.  Upon your written request, we will provide you with notice of any revisions 
or amendments to this Notice of Privacy Practices, or changes in the law affecting this Notice of Privacy 
Practices, by mail or electronically within 60 days of receipt or your request. 
 
 

Ongoing Access to Notice of Privacy Practices 
 We will provide you with a copy of the most recent version of this Notice of Privacy Practices at any 
time upon your written request sent to our Privacy-Security Officer at the mailing address below.  For any other 
requests or for further information regarding the privacy of your PHI, and for information regarding the filing of 
a complaint, please contact us at the address, telephone number, or e-mail address listed above.  

 
 

To Contact Us 
 This is our contact information referred to above. 
Our Privacy-Security Officer is: Erin Shockey, Ph.D.   
Our mailing address is: 1025 Northern Blvd, Suite 214, Roslyn, NY 11576.   
Our telephone number is: 516-466-2537.   
Our fax number is: 516-439-4936.   
Our email address is: eshockey@psychhealthpartners.com 
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Acknowledgment of Receipt of Notice of Privacy Practices  

of The Psychological Health Collaborative 

1025 Northern Blvd, Suite 214 

Roslyn, NY 11576 

 
 
 I hereby acknowledge that I have received the Notice of Privacy Practices of 
 
the above practice. 
 
 
 
 
____________________________________________ __________________________ 
Patient/Guardian Signature     Date 
 
____________________________________________ 
Print Name 

 
 
 
 

Office Use Only 
 
Acknowledgment of Receipt of Notice of Privacy Practices was not obtained from patient (name) 
 
________________________________due to: 
 
____ Patient refusal 
 
____ Patient lack of understanding 
 
____ Emergency 
 
____Other: specify 
 
Patient ____was   ____was not offered, ____did _____did not accept a copy of written Notice of  
 
Privacy Practices: 
 
 
 
Staff Name:____________________________ Staff Signature:______________________________ 
 
Date:______________ 
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PATIENT REQUEST FOR CONFIDENTIAL COMMUNICATIONS 
 
 We, The Psychological Health Collaborative PLLC, assume that we may contact you by 
telephone at your home and at your work, and in writing at your home, unless you instruct us 
otherwise. 
    
 Under HIPAA, you have the right to request that communications with you be confidential and 
by means of your selection.  We will approve your request if in our opinion it is reasonable.  Once we 
agree to your request, we are obligated to honor it, except if an emergency arises.  
 I wish to be contacted as follows (check all that apply): 
 
□  At my home telephone number:______________________ 
 ___ You can leave messages with detailed information 
 ___ Leave message with a call-back number only 
 ___ Call only at specified times of day:________________________________________ 
□  At my work telephone number:______________________ 
 ___ You can leave messages with detailed information 
 ___ Leave message with call-back number only 
 ___ Call only at specified times of day:________________________________________ 
□  At my cell phone number:__________________________ 
 ___ You can leave voice messages with detailed information 
 ___ You can leave text messages with detailed information 
 ___ Leave voice or text message with call-back number only 
 ___ Call only at specified times of day:________________________________________ 
□  In writing at: 
 ___ My home address 
 ___ My work address 
 ___ My fax number(s):_____________________________________________________ 
 ___My email address:______________________________________________________ 

Despite our intentions even email sent to the correct address may be accessible to unauthorized 
persons because the “servers” through which email is routed are not securely protected.  Thus 
the privacy and confidentiality of email communications cannot be assured.  Do not use email 
to communicate with us if a healthcare emergency arises.  We do not check emails frequently 
enough for it to be used in such emergencies.  Rather, contact us by telephone at 516-466-2537. 

□ Other (specify):_______________________________________________________________ 
 
If any means of contacting you will place you in danger, please specify:_________________ 
______________________________________________________________________________ 
 
 
_____________________________          __________________________  ____________ 
Signature of Patient/Guardian   Print Name                         Date  
 
Approved: 
 
_____________________________          __________________________  ____________ 
Signature of Healthcare Practitioner  Print Name                         Date  
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THE PSYCHOLOGICAL HEALTH COLLABORATIVE, PLLC INFORMED CONSENT FOR 
IN-PERSON SERVICES DURING THE COVID-19 PUBLIC HEALTH CRISIS 

This	document	contains	important	information	about	our	decision	(yours	and	mine)	to	
begin/resume	in-person	services	in	light	of	the	COVID-19	public	health	crisis.	Our	decision	is	
based	in	part	on	recommendations	by	the	Center	for	Disease	Control	(CDC),	but	other	factors	
may	be	considered.	Some	of	these	include	but	are	not	limited	to:	whether	we	and	our	families	
have	been	vaccinated,	our	health	or	the	health	of	those	we	are	in	close	contact	with,	and	risk	of	
exposure	outside	of	this	setting.	There	may	be	other	concerns	that	we	can	talk	about.	 

Please	read	this	carefully	and	let	me	know	if	you	have	any	questions.	When	you	sign	this	
document,	it	will	be	an	official	agreement	between	us.	 

Decision	to	Meet	Face-to-Face	 

We	have	agreed	to	meet	in	person	for	some	or	all	future	sessions.	If	there	is	a	resurgence	of	the	
pandemic	or	if	other	health	concerns	arise,	however,	I	may	require	that	we	meet	via	telehealth.	If	
you	have	concerns	about	meeting	through	telehealth,	we	will	talk	about	it	first	and	try	to	address	
any	issues.	You	understand	that,	if	I	believe	it	is	necessary,	I	may	determine	that	we	return	to	
telehealth	for	everyone’s	well-being.	 

If	you	decide	at	any	time	that	you	would	feel	safer	staying	with,	or	returning	to,	telehealth	
services,	I	will	respect	that	decision,	as	long	as	it	is	feasible	and	clinically	appropriate.	
Reimbursement	for	telehealth	services	is	also	determined	by	the	insurance	companies	and	
applicable	law,	so	we’ll	discuss	any	financial	implications	if	needed.	 

Risks	of	Opting	for	In-Person	Services	 

You	understand	that	by	coming	to	the	office,	you	are	assuming	the	risk	of	exposure	to	the	
coronavirus	(or	other	public	health	risk).	This	risk	may	increase	if	you	travel	by	public	
transportation,	cab,	or	ridesharing	service.	 

Your	Responsibility	to	Minimize	Your	Exposure	 

To	obtain	services	in	person,	you	agree	to	take	certain	precautions	which	will	help	keep	
everyone	(you,	me,	and	our	families,	my	other	staff,	and	other	patients)	safer	from	exposure,	
sickness	and	possible	death.	If	you	do	not	adhere	to	these	safeguards,	it	may	result	in	our	
starting	/	returning	to	a	telehealth	arrangement.	Initial/check	each	to	indicate	that	you	
understand	and	agree	to	these	actions:	 

• You	will	tell	me	if	you’ve	been	vaccinated.	You	will	tell	me	if	your	child	(when	the	child	is	
my	patient)	has	been	vaccinated.	If	you	/	they	haven’t,	we’ll	talk	about	the	reasons	and	
whether	it’s	possible	to	meet	safely	in	person.	___ 

• You	will	only	keep	your	in-person	appointment	if	you	are	symptom	free.	___	 

• You	will	only	keep	your	in-person	appointment	if	you	have	been	fever	free	for	a	minimum	
of	10	days	prior	to	our	appointment.	___ 
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• You	will	cancel	your	appointment	if	you	have	been	in	contact	with	someone	who	has	
tested	positive	within	the	last	14	days.	___	 

• You	will	take	your	temperature	before	coming	to	each	appointment.	If	it	is	elevated	(100	
Fahrenheit	or	more),	or	if	you	have	other	symptoms	of	the	coronavirus,	you	agree	to	
cancel	the	appointment	or	proceed	using	telehealth.	If	you	wish	to	cancel	for	this	reason,	I	
won’t	charge	you	our	normal	cancellation	fee.	___ 

• You	will	wait	in	your	car	or	outside	[or	in	a	designated	safer	waiting	area]	until	no	earlier	
than	5	minutes	before	our	appointment	time.	___	 

• You	will	wash	your	hands	or	use	alcohol-based	hand	sanitizer	when	you	enter	the	
building.	___ 

• You	will	adhere	to	the	safe	distancing	precautions	we	have	set	up	in	the	waiting	room	and	
testing/therapy	room.	For	example,	you	won’t	move	chairs	or	sit	where	we	have	signs	
asking	you	not	to	sit.	___	 

• You	will	wear	a	mask	in	all	areas	of	the	waiting	area	and	common	hallway	areas.	(I	[and	
my	staff]	will	too).	___	
You	will	wear	a	mask	in	the	therapy	room	unless	everyone	in	the	room	is	fully	vaccinated.	
(I	[and	my	staff]	will	too).	___	 

• You	will	keep	a	distance	of	6	feet	and	there	will	be	no	physical	contact	(e.g.,	no	shaking	
hands)	with	me	[or	staff].	___ 

• You	will	try	not	to	touch	your	face	or	eyes	with	your	hands.	If	you	do,	you	will	
immediately	wash	or	sanitize	your	hands.	___	 

• If	you	are	bringing	your	child,	you	will	make	sure	that	your	child	follows	all	of	these	
sanitation	and	distancing	protocols.	___ 

• You	will	take	steps	between	appointments	to	minimize	your	exposure	to	COVID.	___	 

• If	you	have	a	job	that	exposes	you	to	other	people	who	are	infected,	you	will	immediately	
let	me	[and	my	staff]	know.	___	 

• If	a	resident	of	your	home	tests	positive	for	the	infection,	you	will	immediately	let	me	[and	
my	staff]	know	and	we	will	then	[begin]	resume	treatment	via	telehealth.	___	 

I	may	change	the	above	precautions	if	additional	local,	state	or	federal	orders	or	guidelines	are	
published.	If	that	happens,	we	will	talk	about	any	necessary	changes.	 

My	Commitment	to	Minimize	Exposure	 

My	practice	has	taken	steps	to	reduce	the	risk	of	spreading	the	coronavirus	within	the	office	and	
we	have	posted	our	efforts	on	our	website	and	in	the	office.	Please	let	me	know	if	you	have	
questions	about	these	efforts.	 

If	You	or	I	Are	Sick	 

You	understand	that	I	am	committed	to	keeping	you,	me,	[my	staff]	and	all	of	our	families	safe	
from	the	spread	of	this	virus.	If	you	show	up	for	an	appointment	and	I	[or	my	office	staff]	believe	
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that	you	have	a	fever	or	other	symptoms,	or	believe	you	have	been	exposed,	I	will	have	to	require	
you	to	leave	the	office	immediately.	We	can	follow	up	with	services	by	telehealth	as	appropriate.	 

If	I	[or	my	staff]	test	positive	for	the	coronavirus,	I	will	notify	you	so	that	you	can	take	
appropriate	precautions.	 

Your	Confidentiality	in	the	Case	of	Infection	 

If	you	have	tested	positive	for	the	coronavirus,	I	may	be	required	to	notify	local	health	
authorities	that	you	have	been	in	the	office.	If	I	have	to	report	this,	I	will	only	provide	the	
minimum	information	necessary	for	their	data	collection	and	will	not	go	into	any	details	about	
the	reason(s)	for	our	visits.	By	signing	this	form,	you	are	agreeing	that	I	may	do	so	without	an	
additional	signed	release.	 

Informed	Consent	 

This	agreement	supplements	the	general	informed	consent/business	agreement	that	we	agreed	
to	at	the	start	of	our	work	together.	 

Your	signature	below	shows	that	you	agree	to	these	terms	and	conditions.	 

	

___________________________________	 	 	 	 ___________________________	
Patient/Guardian		 	 	 	 	 	 Date	 

___________________________________	 	 	 	 ___________________________	
Healthcare	Practitioner	 	 	 	 	 Date	 
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INFORMED CONSENT FOR TELEPSYCHOLOGY 
 
This Informed Consent for Telepsychology contains important information focusing on doing 
psychotherapy using the phone or the Internet. Please read this carefully, and let me know if you have 
any questions.  When you sign this document, it will represent an agreement between us.  
 
Benefits and Risks of Telepsychology 
Telepsychology refers to providing psychotherapy services remotely using telecommunications 
technologies, such as video conferencing or telephone.  One of the benefits of telepsychology is that 
the client and clinician can engage in services without being in the same physical location. This can be 
helpful in ensuring continuity of care if the client or clinician moves to a different location, takes an 
extended vacation, or is otherwise unable to continue to meet in person. It is also more convenient and 
takes less time. Telepsychology, however, requires technical competence on both our parts to be 
helpful.  Although there are benefits of telepsychology, there are some differences between in-person 
psychotherapy and telepsychology, as well as some risks.  For example: 
 

- Risks to confidentiality.  Because telepsychology sessions take place outside of the therapist’s 
private office, there is potential for other people to overhear sessions if you are not in a private 
place during the session. On my end I will take reasonable steps to ensure your privacy. But it 
is important for you to make sure you find a private place for our session where you will not be 
interrupted.  It is also important for you to protect the privacy of our session on your cell phone 
or other device.   You should participate in therapy only while in a room or area where other 
people are not present and cannot overhear the conversation. 
 

- Issues related to technology.  There are many ways that technology issues might impact 
telepsychology.  For example, technology may stop working during a session, other people 
might be able to get access to our private conversation, or stored data could be accessed by 
unauthorized people or companies.   
 

- Crisis management and intervention.  Usually, I will not engage in telepsychology with clients 
who are currently in a crisis situation requiring high levels of support and intervention.  Before 
engaging in telepsychology, we will develop an emergency response plan to address potential 
crisis situations that may arise during the course of our telepsychology work. 
 

- Efficacy. Most research shows that telepsychology is about as effective as in-person 
psychotherapy. However, some therapists believe that something is lost by not being in the 
same room. For example, there is debate about a therapist’s ability to fully understand non-
verbal information when working remotely. 

 
Electronic Equipment 
We will decide together which kind of telepsychology service to use.  You may have to have certain 
computer or cell phone systems to use telepsychology services. You are solely responsible for any cost 
to you to obtain any necessary equipment, accessories, or software to take part in telepsychology. 
 
 
Confidentiality 
I have a legal and ethical responsibility to make my best efforts to protect all communications that are 
a part of our telepsychology.  However, the nature of electronic communications technologies is such 
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that I cannot guarantee that our communications will be kept confidential or that other people may not 
gain access to our communications. I will try to use updated encryption methods, firewalls, and back-
up systems to help keep your information private, but there is a risk that our electronic 
communications may be compromised, unsecured, or accessed by others.  You should also take 
reasonable steps to ensure the security of our communications (for example, only using secure 
networks for telepsychology sessions and having passwords to protect the device you use for 
telepsychology).   
 
The extent of confidentiality and the exceptions to confidentiality that I outlined in my Practice Policy 
Statement still apply in telepsychology. All information discussed within therapy will be kept 
confidential unless you/your child is in danger of hurting him or herself or someone else.  
Psychologists are mandated by New York State law to report to authorities any suspected situations of 
abuse. Please let me know if you have any questions about exceptions to confidentiality. 
 
Appropriateness of Telepsychology 
From time to time, we may schedule in-person sessions to “check-in” with one another. I will let you 
know if I decide that telepsychology is no longer the most appropriate form of treatment for you.  We 
will discuss options of engaging in in-person counseling or referrals to another professional in your 
location who can provide appropriate services.  
 
Emergencies and Technology 
Assessing and evaluating threats and other emergencies can be more difficult when conducting 
telepsychology than in traditional in-person therapy.  To address some of these difficulties, we will 
create an emergency plan before engaging in telepsychology services.  I will ask you to identify an 
emergency contact person who is near your location and who I will contact in the event of a crisis or 
emergency to assist in addressing the situation.  I will ask that you sign a separate authorization form 
allowing me to contact your emergency contact person as needed during such a crisis or emergency. If 
you are the parent/guardian of a minor in treatment, you will be designated as the emergency contact 
person. 
 
If the session is interrupted for any reason, such as the technological connection fails, and you are 
having an emergency, do not call me back; instead, call 911 or go to your nearest emergency room. 
Call me back after you have called or obtained emergency services.  
 
If there is a technological failure and we are unable to resume the connection, you will only be charged 
the prorated amount of actual session time. 
 
 
Fees 
The same fee rates will apply for telepsychology as apply for in-person psychotherapy. However, 
insurance or other managed care providers may not cover sessions that are conducted via 
telecommunication. If your insurance, HMO, third-party payor, or other managed care provider does 
not cover electronic psychotherapy sessions, you will be solely responsible for the entire fee of the 
session.  Please contact your insurance company prior to our engaging in telepsychology sessions in 
order to determine whether these sessions will be covered. 
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Records 
The telepsychology sessions shall not be recorded in any way unless agreed to in writing by mutual 
consent.  I will maintain a record of our session in the same way I maintain records of in-person 
sessions in accordance with my policies. 
 
 
Informed Consent 
I understand that I have the right to withhold or withdraw consent at any time without affecting my 
right to future care or treatment.  I understand that I may benefit from telepsychology, but that results 
cannot be guaranteed or assured.    
 
This agreement is intended as a supplement to the Practice Policy Statement that we agreed to at the 
outset of our clinical work together and does not amend any of the terms of that agreement. 
Your signature below indicates agreement with its terms and conditions.  
 
 
_______________________________     
Patient Name       
 
_______________________________   _________________________ 
Signature of Patient/Guardian     Date 
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